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Purpose
The purpose of this policy is to develop procedures at Austin Peay State University for electronic
access to student records consistent with TBR Guideline S-020, Confidentiality of Student
Records.

Disclosure within the Institution

Only University officials and /or persons employed by the institution who exhibit a genuine need
to know based on a legitimate educational interest may have access to students’ record. A
legitimate educational interest shall be limited to an interest arising from the faculty/staff
member’s fulfillment of his/her assigned responsibilities and disclosure shall be limited to such
information as necessary to fulfill these responsibilities.

Request for Electronic Access

1. Faculty/staff members must apply through their respective department for an
academic and/or administrative account and for access to menus and screens.

2. The request for an account is forwarded to Computer Services for processing.

3. The request for access to menus and screens is forwarded to the individual
responsible for the menu/screen for approval and processing.

4. Templates must be used to insure that faculty/staff members within the same category
have the same access (i.e., the “Faculty Advisor” template includes the following SIS
screens: 041, 148, GRP, HOL, MID, 04E, 007, 008, 136, A89, 105, 003, 0438, 107,
111, 1G7, 1F2, 1F5, All, IEL, 118, 130, 143, 144, 127, 205, 209, 211, LAP, GRI,
TRI, 144, 143, 142, 141, 036, 035, RES, GRD, 651, 652, 654, 655, 672, 681, MAJ,
142, R30, 221, CAL, 210, A13.)




Appeals Process

If the faculty/staff member’s request for access is denied, he/she may appeal through Academic
Council.
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SIS Screen Security

Operator Identification - indicate action using one of the following:

SN A - Add Screens

Action

D - Delete Operator from SIS

R - Replace Screen Security

Name Date
Username Department
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L. Screens - Indicate the function and screen(s) the user has access to. Use one of the following function codes:
Example: [-136
Shared Components (000-099), Student Records
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